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Abstract—To provide massive connectivity in massive machine-
type communications (mMTCs) for the Internet of Things (IoT)
system, a novel grant free random access protocol, called mul-
tislot pilot allocation (MSPA) is proposed in this article, where
the user equipments (UEs) are permitted to jointly transmit ran-
domly chosen pilot sequences along with their data packets over
multislot to resolve intracell pilot collision. In addition, by uti-
lizing the belief propagation tool for the MSPA protocol, the
closed-form expressions to the access failure probability (AFP)
and system throughput in a finite length regime are derived,
which are highly desired for practical-interest mMTC network.
Further, a guideline for certain mMTC scenarios that target
urgent serving requirement UEs is also proposed to minimize
the access latency and maximize the system throughput under
diverse AFP constraints. Finally, the parametrical analysis of
the MSPA protocol is given by theoretical proof and simulation
verification, which shed light on the advantages of our MSPA
protocol over the existing protocols in terms of achieving high
throughput and shortening the access latency.

Index Terms—Finite-length analysis, grant-free random access,
massive machine-type communications (mMTCs), multislot pilot
allocation (MSPA) protocol.

I. INTRODUCTION

THE Internet of Things (IoT) has been regarded as an
enabling technology for smart city, smart grid, and indus-

trial automation, and has been extensively studied in both
industry and academia [1]–[3]. Various applications for the
IoT are foreseen to increase exponentially during the years
ahead, which imposes critical challenges for the network
to provide massive connectivity. As one of the key tech-
nologies in the IoT, massive machine-type communications
(mMTCs) are promising to enable ubiquitous connectivity
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for low-power and low-rate user equipments (UEs) without
human intervention by utilizing an efficient random access
mechanism [4]–[6].

As is known that, in traditional cellular networks, each UE
can be allocated a dedicated pilot sequence to access the
system such that no intracell pilot collision occurs [7], [8].
However, this is impractical in future mMTC scenarios.
Since the number of mMTC UEs is growing at an impres-
sive rate and much larger than that of the available pilot
sequences, pilot collision is unavoidable. Moreover, the
intermittent access often leads to have an unpredictable,
random subset of UEs being activated in a transmis-
sion frame [9]. Thus, dedicated pilot allocation in such
case is infeasible, and decentralized assignment of pilot
sequences and perform grant free access becomes a natural
choice [7], [8].

A. Motivations and Related Works

In grant-free random access, each UE selects a pilot
sequence at random from a predefined pool, and then sends
in the uplink followed by the data information, which can
alleviate the overload and pilot collision to some extent [10].
A significant amount of researches have been put forth in
this research direction. In [11], a random access protocol is
proposed by combining the properties of massive multiple-
input–multiple-output (mMIMO), allowing for performing
iterative belief propagation (BP) to decontaminate pilot signals
and improving the throughput at the cost of excessive access
delay. Björnson et al. [12] proposed a strongest user collision
resolution (SUCR) random access protocol, where the system
permits all active UEs to select pilot sequences at random in
an attempt to access. Then, the UE with the strongest chan-
nel gain is regarded as the contention winner among the UEs
who choose the same pilot, which enables to resolve the pilot
collisions in a distributive manner. However, as pointed out
in [13], the SUCR protocol is unfair to some extent for UEs
with week channel gain. As an extension, a SUCR combined
idle pilots access (SUCR-IPA) protocol is proposed in [14],
where the UEs with weak channel gain are also permitted to
contend for the pilots that are not selected by any UE, called
idle pilots. This implies that the weaker UEs can try more
attempts to access pilots, allowing for compensating on the
UE fairness and increasing system throughput. However, in a
crowded scenario, since the number of idle pilots decreases
dramatically, there is no significant performance improvement
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on throughput and access failure probability (AFP), i.e., the
probability that a UE cannot be resolved by the base sta-
tion (BS), and the pilot contamination becomes the bottleneck
of AFP [15]

Note that the random access to pilots with the tradeoff
between the AFP and the access latency is a new shift in
the design of flexible pilot assignment protocols for mMTC
networks, which however is not explicitly considered in the
existing works. In [10], a coded pilot access protocol for
crowded scenarios is proposed, where the pilot allocation is
considered in several time slots when the data part is repeated,
which enables the employing of the bipartite graph to cancel
the interference of copies in multiple pilot selections. In [16],
a super preamble consisting of multiple consecutive pream-
bles is proposed for grant-free random access when the active
UEs are less than 20, where the UE randomly selects a pream-
ble sequence in each preamble phase, and transmits a super
preamble followed by a data payload to the BS. This allows
for reducing the round-trip signal overhead between the BS
and UEs [17]. Moreover, consider that the typical mMTC
can be characterized by delay tolerant and medium reliabil-
ity, there exists an inherent tradeoff between the minimum
access time slots and the achievable AFP under the limited
pilot sequences, which allows for guaranteeing the desired
AFP of the UEs at the price of slightly increasing the access
time slots. Thus, in this article, we propose a multislot pilot
allocation (MSPA) random access protocol, investigate the
performance of the MSPA random access protocol in the
mMTC scenarios that target on an optimal number of access
time slots under required AFP thresholds, and elaborate on
the superiorities over the existing random access protocols in
overload case.

The AND–OR tree is acknowledged for evaluating the
performance of the random access protocol, and has shown
a satisfying performance [13], [14], [18]. This is mainly due
to that a set of contaminated pilot signals can be viewed
as a graph code, and the iterative cancellation process is
exactly the same as graph-based codes, e.g., LT and LDPC
codes [19], [20], allowing for the exploiting AND–OR tree to
track the evolution of the AFP. However, the inaccuracy of
the asymptotic AND–OR tree result in a finite regime, has
also been noted in previous works [21]–[23]. It is easy to
understand that for a crowded scenario with a large number of
UEs and limited pilots, the iteration process in AND–OR tree
can be stopped either by the nonempty stopping set or reach-
ing the maximum access time. Up to now, there have been
a few investigations into the finite analysis. In [21] and [24],
tight analytical approximations to the packet loss probabil-
ity of irregular repetition slotted ALOHA protocols at a
low channel load regime are performed. Further, Lazaro and
Stefanović [23] proposed an exact finite-length analysis of
frameless ALOHA with performance optimization. However,
such a finite-length analysis on predicting the performance of
pilot allocation random access schemes is still missing, which
calls for the finite-length analysis of random access protocols
under more realistic assumptions. Therefore, in this article,
we investigate a finite-length analysis framework to accurately

estimate the AFP of the proposed MSPA scheme in a finite
length regime.

B. Contributions

Specifically, the main contributions of this article are three-
fold as follows.

1) MSPA Scheme: We propose an MSPA random access
protocol design for the massive mMTC system,
where the UEs jointly transmit randomly chosen pilot
sequences along with their data packets in multislot,
allowing for introducing the graph representation of the
MSPA protocol by denoting the variable nodes (VNs)
as the active UEs and factor nodes as the selected pilots
in certain access time slots. We then illustrate how to
resolve the UEs via a successive interference cancelation
(SIC) procedure. We show that in the case of overload,
our MSPA scheme can significantly outperform the rele-
vant random access schemes in terms of achieving lower
AFP and higher throughput. That enables us to high-
light the advantages of our MSPA scheme which aims
to provide massive connectivity in the mMTC system.

2) Finite-Length Analysis and Guide Line for MSPA
Scheme: Utilizing the analogy between the iterative SIC
process of the MSPA protocol and the BP decoding for
an erasure code over bipartite graph [25], we derive the
closed-form expressions to the AFP and system through-
put in a finite length regime, which indeed exists in
the most practical mMTC systems. Further, we show
how the derived expressions can be used to design a
satisfying MSPA system in which some UEs require
to be served with desired AFP, i.e., target on high
access reliability. Accordingly, a guideline is proposed
for the MSPA scheme by jointly optimizing the allocated
pilots and minimum access latency under diverse AFP
constraints.

3) Parametrical Analysis and Simulation Results: For the
sake of complete analysis, we present parametrical anal-
yses for our MSPA random access scheme by theoretical
proof and simulation results, which illustrate how the
access latency affects the system load and the system
throughput under different AFP constraints. Thus, the
MSPA random access protocol can significantly improve
both the AFP and system throughput when extending
the access latency properly. Further, we present the
simulation implementation of our derived optimal trans-
mission policy that highlights its performance and show-
case interesting insights on the differences between our
MSPA random access protocol and several benchmark
protocols.

The remainder of this article is organized as follows. The
system model and the principles of the MSPA protocol are
given in Section II. Section III elaborates the finite-length anal-
ysis of the proposed MSPA protocol. Section IV depicts the
parametrical analysis of the MSPA protocol. After that, the
simulation results and conclusion are presented in Sections V
and VI, respectively.
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Fig. 1. Single-cell crowded scenario under our consideration.

Fig. 2. MSPA protocol.

II. SYSTEM MODEL AND THE PROPOSED MSPA
PROTOCOL

A. System Model

We consider a cellular network in which each BS is
equipped with M antennas, and there are K active UEs each
with a single antenna and a BS with M antennas, as shown in
Fig. 1, and the transmission is organized in blocks of consecu-
tive time slots, referred to a frame, where the time–frequency
resource is divided into two blocks, namely, the pilot random-
access block and the payload data block. Specifically, the
payload data block is used for transmitting UEs’ data packet,
and the pilot random-access block is utilized for accessing the
pilot [26].

In the conventional grant-based communication system, the
dedicated pilot allocation has shown a satisfying performance,
as each UE can be preallocated the pilot sequence to com-
plete data transmission with no pilot collision. Then, the BS
can estimate the channel responses between the UEs and BS
according to their dedicated pilots, and perform decoding in a
computationally efficient manner. However, such a dedicated
pilot allocation is impractical in future mMTC networks where
the number of UEs is far much larger. To address this issue,
we resort to the MSPA random-access protocol.

B. Proposed MSPA Protocol

Fig. 2 shows the four steps of the MSPA random-access
protocol. Let τp denote the number of available pilots allo-
cated to K active UEs, denoted by U = {U1,U2, . . . ,UK}.
We assume that each frame contains �N time slots, and we
divide each frame into two stages, i.e., the first stage with one
time slot and the second stage with the remaining �N−1 time
slots. Without loss of generality, each duration of the time slot

is equal and normalized as 1. Thus, the access latency of our
MSPA random-access protocol is �N.

Prior to step 1, we assume that each UE will receive a
control signal broadcasted by the BS, allowing for estimating
the average channel gain and synchronizing with the BS. We
define ρk as the uplink transmitting power of Uk, which is
inversely proportional to the large-scale fading, denoted by γk.
Then, ρk = (ρ̄)/(γk), where ρ̄ is the average received power
at the BS as considered in [27]. Let hk denote the channel
gain between Uk and the BS, where hk =

√
γkh′

k ∈ C
M , and

h′
k is the small-scale fading.

Note that the most common traffic in mission critical com-
munications (MCCs) and uplink mMTC applications are short
packet communications, which only involves several hundreds
of bits and the data can fit in a single payload packet. Grant
free access is adopted in our MSPA random-access scheme
since it reduces the signaling overhead caused by conventional
grant-based schemes. The details of this protocol are described
as follows.

Step 1: The K UEs randomly select a pilot from the mutually
orthogonal pilot set D = {ξ1, ξ2, . . . , ξτp} and send it to the BS
together with the uplink information. The uplink information
includes the selected pilot index (i.e., the header of the data
packet) and the encoded data (i.e., the payload of the data
packet). Each UE selects a certain pilot with equal probability
1/τp. The pilot collision will occur if more than one UE selects
the same pilot.

The pilot signals received at the BS, denoted by Yp
q ∈

C
M×τp , are as follows [12], [28]:

Yp
q =

∑

k∈U

√
ρkhq

k

(
ξ

q
k

)T + Np (1)

where hq
k and ξ

q
k are the channel gain between Uk and the

BS and the selected pilot ξj in the qth time slot, respectively,
and Np ∈ C

M×τp is the independent receiver noise with each
entry being a circularly symmetric complex Gaussian random
variable with mean zero and variance θ2, i.e., CN(0, θ2).

Based on the received pilot signal, the BS estimates the
channel response corresponding to pilot sequence ξj, denoted
by �j

q, and can be expressed as follows [13], [29]:

�j
q = Yp

q

ξ∗
j∥∥ξj
∥∥ =

∑

k∈Zj
q

hq
k + Np

ξ∗
j∥∥ξj
∥∥ (2)

where Zj
q denotes the set of UEs that select the pilot ξj in the

qth time slot, “*” denotes the complex conjugate of a vector,
and ‖ · ‖ denotes the Euclidean norm of a vector.

Step 2: The BS caches the channel response estimated
in step 1 and obtains the precoded random-access response
(PRAR) based on (2), denoted by Vq, and we have

Vq =
τp∑

j=1

�
j
q∥∥∥�j
q

∥∥∥

(
ξj
)T
. (3)

Let α̂j denote the sum of gains and interference corre-
sponding to ξj at the BS. When the number of antennas
M is asymptotic large, α̂j can be estimated by the BS as
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follows [16]:

α̂j =
∥∥∥�j

q

∥∥∥
2

M
=
∑

i∈Zj
q

ρiγiτp + θ2 = ρ̄τp

∣∣∣Zj
q

∣∣∣+ θ2. (4)

Then, the BS can identify the state of pilot sequence in the
qth slot through the value of α̂j as follows:

∣∣∣Zj
q

∣∣∣ = α̂j − θ2

ρ̄τp
. (5)

Thus, the state of pilot sequences can be divided into the
following three cases.

Case 1: |Zj
q| = 0 indicates that no UE selects the pilot and

the pilot is the idle pilot.
Case 2: |Zj

q| = 1 indicates that only one UE selects the
pilot and these pilots are called the singleton pilot.

Case 3: |Zj
q| > 1 indicates that multiple UEs select the pilot

simultaneously, called the collision pilot.
The idle pilots and collision pilots constitute the reselection

pilot set, denoted by R. Then, the BS can estimate the number
and index of remaining pilots in R [30], as well as the number
of UEs involved in the collision in step 1.

After these processes, the BS broadcasts PRAR information
and the reselection pilot set R over the downlink channel to all
active UEs. Note that the BS estimates the channel response
to the received pilot sequence at each access time slot for the
later pilot collision identifying and status packets decoding as
the same processes without feedback to the UEs.

Step 3: By detecting PRAR information received from the
BS, each UE can independently determine whether they have
generated a collision at step 1. The UEs that select the single-
ton pilot, called singleton UEs, no longer send new pilot and
data messages, while the UEs that select the collision pilot,
called collision UEs, randomly reselect the pilot from set R in
subsequent time slots. Similarly, the BS performs pilot identi-
fication and caches the state of pilots and its status packets in
each access time slot for the later decoding. At the receiving
end, the BS uses the received pilot signals for channel esti-
mation, and caches the estimated channel response and uplink
data information for subsequent processing.

Step 4: By utilizing the information cached in the previous
steps, the BS performs SIC to recover UEs’ information. The
BS can locate the UEs which can be successfully decoded
immediately, that is, no collision occurs, i.e., |Zj

q| = 1. Once
a UE is resolved, the selected slot index and the pilot will
be located to eliminate the interference from the copies of
the recovered UEs. This allows the potential of having more
singleton pilots and continuing the process of iterative elim-
ination. If the decoding is successful, the BS sends ACK to
the recovered UE. Otherwise, it sends an NACK.

C. SIC Algorithm of the MSPA Protocol

As the BS does not have a priori knowledge of the random
activity and pilot choices of the K UEs, the pilot contamination
cannot be solved by using Gaussian elimination. Instead, we
employ SIC, as in recent works on pilot allocation random

(a)

(b)

(c)

(d)

Fig. 3. Bipartite graph representation of the MSPA scheme and an example of
the SIC process. (a) Example of the pilot schedule in a frame with �N = 3,
K = 6 UEs, and τp = 4 pilots. (b) Bipartite graph representation of the
example depicted in (a). (c) Second iteration of SIC. (d) Third iteration of
SIC.

access [31]–[33]. The SIC applied in our context is presented
as follows.

In a practical random-access system, there may exist a
potential risk of being undecodable at the BS due to the
accumulation of noise during interference cancellation. In our
considered scheme, we assume that noise does not garble
the decoding process, that is, when a pilot has been reduced
to degree one, the corresponding UE is resolved success-
fully. Initially, the BS immediately locates the singleton pilots,
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i.e., case 2 of |Zj
q| = 1, and decodes the UE. Further, the

interference caused by the associated pilot transmissions can
be subtracted from the superposition of the UE channels,
allowing for the new case 2 of |Zj

q| = 1, whereby more UEs
can be resolved, and the iterative cancelation process can con-
tinue. As the employed decoding algorithm is analogous to
BP decoding of erasure codes, a bipartite graph considered
as a common way to visualizing such codes is constructed
to describe the MSPA protocol. Consider the bipartite graph
representation of MSPA, where each of the K UEs is repre-
sented by a VN, and the τp pilots allocated in each time slot
is represented by a check node (CN), we present a bipartite
graph in Fig. 3(b), which corresponds to the example shown
in Fig. 3(a).

Example: To facilitate the analysis, we denote Ek
ij as the

edge that connects the UE Uk and the pilot ξj in the ith time
slot. As shown in Fig. 3(b), the BS detects according to the
header of the data packet that, in the first time slot, E1

11 con-
nects to the singleton pilot ξ1, and thereby directly recovers
U1. Similarly, U3 and U6 can also be recovered by performing
such a detection for singleton pilots. As a result, E3

12, E3
22, E6

14,
and E6

24 will be deleted after the first iteration, which enables
the cancellation of its interference in the following iterations.
As illustrated in Fig. 3(c), the cancellation of interference from
U3 and U6 allows for the resolution of U2 and U5. As U2 and
U5 connect to the singleton pilot ξ3 and ξ4 through E2

33 and
E5

14, respectively, which can be detected by the BS in the sec-
ond iteration. During the third iteration in Fig. 3(d), U4 can be
resolved and thus all of the UEs are resolved with the help of
our MSPA random-access protocol. In the ith iteration of SIC,
we define ψ jq

i as the channel response corresponding to pilot
ξj in the qth time slot and the ith iteration, �j

i as the index
of the UE whose uplink message can be decoded correctly
by utilizing ψ

jq
i , h̃

�
j
i

= { h̃1
�

j
i

,h̃2
�

j
i

, . . . , h̃M
�

j
i

} as the estimated

channel response of UE �
j
i, Ai as the set of indexes of pilots

embedded in the successfully decoded uplink message. Let
H denote the recovered channel responses via the proposed
SIC algorithm. Detailed iterations of the SIC algorithm are
presented in Algorithm 1.

Note that M has an impact on the asymptotic favorable
propagation of the mMIMO system, and degrades the accu-
racy of detecting the types of pilot especially when M takes a
small value. As illustrated in the SIC algorithm of the MSPA
random-access scheme, the BS should first locate those degree
1 factor nodes in the bipartite graph to start the SIC process,
and has the knowledge that the pilots selected by individual
UEs to obtain a new bipartite graph. Then, we focus on the
reliability of detecting singleton pilots with different values of
M. There are two types of error that will influence the accuracy
of detecting singleton pilots. One is that whether an idle pilot
is detected to be the singleton pilot. The other is that whether
a collision pilot is detected to be the singleton pilot. We define
Pidle as the probability that an idle pilot is detected correctly,
instead of being detected as a singleton pilot or collision pilot.

Fig. 4 shows Pidle versus M, where SNRe is the SNR at the
corner of the cell. We can see that Pidle is almost equal to 1
for SNRe = 6 and 9 dB when M > 50. Note that an idle pilot

Algorithm 1: SIC Algorithm of the MSPA Protocol

Input: Yp
n,�

j
q,Vj

q

1: Set |A0| = 1, H = ∅, i = 1, ψ jq
1 = �

j
q

2: while |Ai−1| 	= 0 do
3: Ai = ∅
4: for all j ∈ {1, 2, . . . , τp} and q ∈ {1, 2, . . . , �N} do
5: Use ψ jq

i (j ∈ Ai−1) to detect uplink data
6: if the uplink message can be decoded correctly

then
7: The BS detects that the pilot χ1

q′j and χ2
q′′j are

connected with UE �
j
i, and h̃

�
j
i
= ψ

jq
i (j ∈ Ai−1)

8: Update the channel response: ψ
χ1

q′ j
i+1 = ψ

χ1
q′ j

i − h̃
�

j
i

and ψ
χ2

q′′ j
i+1 = ψ

χ2
q′′j

i − h̃
�

j
i
.

9: Update the pilot index set and the channel
response set: Ai = Ai ∪ {χ1q′

j , χ
2q′
j } and

H = H ∪ h̃
�

j
i

10: end if
11: end for
12: for all m ∈ {1, 2, . . . , τp} and q ∈ {1, 2, . . . , �N} do
13: Update the channel response:ψmq

i+1 = ψ
mq
i

14: end for
15: i = i + 1
16: end while
Output: H: the set of the recovered channel response

Fig. 4. Probability Pidle versus M.

is unlikely to detect to be a singleton pilot as the value of M
in the practical mMIMO system is much larger than 100.

Moreover, we can observe from (2) and (3) that the esti-
mated channel response corresponding to a collision pilot is a
sum of the channel responses of all the contenders selecting
the same pilot. Then, if the collided pilots are detected to be
singleton pilots, the BS will definitely fail to decode the cor-
responding the uplink message as the decoded uplink message
by a collision pilot is a summation of uplink message of the
contenders [13]. Note that a collision pilot that is detected to
the singleton pilot has no impact on the system throughput
in our MSPA scheme. Therefore, the complexity of the SIC
in our MSPA scheme is O((τpδN)2), since the received pilot
signals have τpδN dimensions at most.
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D. Total Interference Power in the MSPA Protocol

When a collided pilot is reduced to a singleton pilot in the
bipartite graph, we prove that our SIC algorithm can resolve
the uplink data corresponding to the singleton pilot with high
reliability. In the following, we first derive the expression of
the total number of collided UEs in a time slot. Then, we
derive the expression of the total interference power in the
uplink random-access system.

Considering each UE actives independently by a certain
probability in each time slot, we assume that the number of
active UEs in a certain time slot satisfies a Poisson distribution,
and we define μ as the average number of active UEs for per
time slot. The probability of a UE fails in a collision, denoted
by f , can be expressed as 1− exp(−μ/τp) = f . Therefore, the
average number of UEs in a same pilot follows the Poisson
distribution with μ/τp .

Let Es denote the event that there are s singleton pilots
when τp = E, i.e., there are s singleton UEs and each choose
one of these pilots. We define as the event Ca that in the
collision pilots, the total number of collision UEs is a. The
corresponding mathematical expressions can be expressed by
the piecewise functions as follows:

⎧
⎪⎪⎪⎪⎪⎨

⎪⎪⎪⎪⎪⎩

Pr(C0|Es ) =
(

exp(−μ
E )

Pr(E1)

)E−s

Pr(C1|Es ) = 0

Pr(Ca|Es ) = Prs(Ca)−Pr(Ca,Es)
Pr(EE−s)

, a ≥ 2, s ≤ E − 2

Pr(Ca|Es ) = ( μE )
a exp(−μ

E )
a! Pr(E1)

, a ≥ 2, s = E − 1

(6)

where Pr(Es), Prs(Ca), and Pr(Ca,Es) can be expressed as
⎧
⎪⎪⎨

⎪⎪⎩

Pr(Es) = (
1 − μ

E exp
(−μ

E

))s
,

Prs(Ca) = ((L−s) μE )
a exp(−(E−s) μE )

a!

Pr
(
Ca,Es

) = ∑σ
i=1

(
s
i

)
Pr
(
E1
)i

Pr(Ca−i,Es−i)

(7)

where σ = min{E − s, a}, Pr(E1) = (μ/E) exp(−μ/E), and
Pr(Ca−i,Es−i) = Pr(Ca−i|Es−i.)Pr(Es−i).

Note that the total interference will hamper the data decod-
ing. We use the total number of collided UEs and the
distribution of received power to calculate the total interference
power. Assume that the transmission power of all UEs is PT .
Hence, under the Rayleigh fading model, the distribution of
received power, denoted by fsR(p), can be expressed as [34]

fsR(p) = 1

2b
exp

(
− p

2bPT

)
(8)

where 2b is the average power of the multipath component.
We select the parameter in [34] as b = 0.251. Then, we can
derive the distribution of total interference power, denoted by
g(I|Es), as follows:

g(I|Es) =
∞∑

n=0

fsR(I) ⊗
n−1

fsR(I)× Pr(Cn|Es) (9)

where ⊗n−1 denotes n − 1 times convolution.
Fig. 5(a) shows the collision probability versus the total

number of collision UEs a for different values of f . We
can see that the collision probability is fluctuating over the

Fig. 5. (a) Collision probability and (b) total interference power under the
Rayleigh fading.

number of collision UEs. Specifically, the collision probabil-
ity is lower when a is odd, and is higher when a is even.
It is mainly because the probability of three UEs chooses
the same collision pilot [i.e., Pr(C3|Es−1)] is lower than
the probability of two UEs choose the same collision pilot
[i.e., Pr(C2|Es−1)]. Moreover, for the case of a = 4 [i.e.,
2 Pr(C2|Es−2)+ Pr(C4|Es−1)], it means that four UEs choose
two same collision pilots (each of the collision pilot is selected
by two UEs) or four UEs choose the same pilot, which is more
possible than the case of a = 3. Moreover, the smaller f , the
smaller the probability that a UE has a collision with other
UEs, the collision probability is decreasing with the increase
of f when a takes a small value.

Fig. 5(b) shows the PDF of total interference power for
different values of f . We can see that the total interference
power point where the probability density of total interference
power achieves the maximum will increase with the increase of
f . The total interference power is below a quite smaller value
10−6 W. Therefore, it is reasonable in this article to assume
that noise is not garbled the decoding process of singleton
UEs.

III. FINITE-LENGTH ANALYSIS

In this section, we mainly analyze the performance of the
considered MSPA scheme, including the AFP, i.e., the prob-
ability that a UE’s packet is recovered by the BS, and the
throughput of the system. By utilizing the finite length scaling
analysis of erasure codes over the bipartite graph [25], [35], we
derive the expressions to the AFP in the finite length regime.
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Further, we show how the derived expressions can be used to
design system that can guarantee diverse AFP requirements
with acceptable access latency for the MSPA scheme, that
is, minimizing the access latency with AFP below a required
threshold.

A. Degree Distributions

Let g denote the ratio of the number of active UEs to that of
available pilots, namely, system load. According to the pro-
tocol depicted in Fig. 2, in the first time slot, each active
UE selects a pilot at random from a predefined pool, and then
sends in the uplink followed by the data information. Note that
the pilot assignment is randomized in each time slot when the
data part is repeated. Thus, the pilot selection for any active
UE has the following cases.

1) The UE selects the singleton pilot and remains silent in
subsequent �N − 1 time slots instead of the reselecting
pilot.

2) The UE selects a collision pilot and reselects a pilot
from R in subsequent �N − 1 time slots.

Let �l denote the probability that the degree of a UE is l
and Pnc denote the probability that the UE selects a singleton
pilot in the first time slot, which can be calculated by the
following:

Pnc =
(

1 − 1

τp

)K−1

. (10)

The probability that a pilot collision occurs is

Pc = 1 −
(

1 − 1

τp

)K

−
(

1 − 1

τp

)K−1

(11)

where (1 − 1/τp)
K is the probability that none of the active

K UEs selects the pilot and (1 − 1/τp)
K−1 that there is only

one UE selects the pilot.
In our MSPA protocol, the pilot reselection takes place in

multiple time slots such that the failed UE in the first time
slot can try more access attempts in the remaining �N − 1
time slots. We define ε as the probability that a UE cannot be
resolved by the SIC at the end of the transmission frame.

In the case of pilot reselection, the MSPA protocol admits
all of the collision UEs to reselect pilot from the set R in
subsequent �N − 1 time slots, which means that the degree
of each UE is 1 or �N. Thus, �l can be expressed as

�l =

⎧
⎪⎨

⎪⎩

(
1 − 1

τp

)K−1
, l = 1

1 −
(

1 − 1
τp

)K−1
, l = �N.

(12)

The polynomial representations can also be obtained by

�(x) =
∑

d

�dxd (13)

where x denotes the variable of the polynomial representations.
Let �i

l denote the probability that a pilot is selected by l UEs
in the ith time slot, which can be calculated by the following:

�i
l =

⎧
⎪⎪⎨

⎪⎪⎩

(
K
l

)(
1
τp

)l(
1 − 1

τp

)K−l
, i = 1

(
F
l

)(
1
R

)l(
1 − 1

R

)F−l
, i > 1

(14)

where R = |R| is the expected number of reselection pilots,
and F is the expected number of UEs that will reselect pilots
from R in step 3.

B. AFP and Throughput Analysis

In the following, we first derive the expression of ε by uti-
lizing the bipartite graph analysis [15], [22], and then obtain
the expressions of AFP and the system throughput for the
considered system. For each UE, since the pilot selection
is randomized in different time slots, and follows the VN
degree distribution �(x), the corresponding bipartite graph has
edge-perspective VN degree distribution as follows:

λ(x) =
∑

d

λdxd−1 (15)

where λd = [(d�d)/(
∑

d d�d)].
If the number of time slots and pilots tend to be a large

value in the practical mMTC scenario, the number of access
attempts in a slot follows a Poisson distribution, and the edge-
perspective CN degree distribution, denoted by �(x), can be
obtained by

�(x) = e
− K�′(1)(1−x)

τp�N (16)

where �′(x) denotes the derivative of �(x).
We define G = [K/(τp�N)] as the average number of UEs

that select a pilot per time slot. Note that as K tends to be a
large value, thus there exists a BP decoding threshold as G∗,
that is, ε tends to zero for G < G∗ and to one for G > G∗.

As the SIC operations is similar with the BP decoding
for erasure code over the same bipartite graph as shown in
Fig. 3, where the CNs represent the codewords. Thus, we can
model the UEs behavior in the pilot selection and the SIC
procedure in the finite length regime. In [25], a generalized
finite-length analysis of the erasure code is proposed, where
the block error probability as a function of erasure probability
δ is approximated as [35]

PBEP = Q

(√
n
(
δ∗r − βrn−2/3 − δ

)

α

)
+ O

(
n−1/3

)
(17)

where α = √
α2

r + δ(1 − δ), δ∗ is the BP decoding threshold
of the erasure code, n is the length of the codewords, and r is
the nominal rate. βr and αr are constants that depend on r, and
Q(x) is the tail probability of the standard normal distribution.

Thus, we denote m as the input information corresponding
to the codewords n. By utilizing the mapping relationship of
BP decoding between our MSPA random-access protocol and
the erasure code, G can be written as a function of δ and m
as follows:

G = K

�Nτp
= δn

m
. (18)

Moreover, by substituting the BP decoding threshold δ∗ into
(18), we can obtain that

G∗ = δ∗n

m
= δ∗

1 − r
(19)

where r = (n − m)/n.
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TABLE I
PARAMETERS OF (20) FOR THE MSPA RANDOM-ACCESS PROTOCOL

Let g denote the system load, i.e., g = K/τp. Using G =
[K/(τp�N)] together with (19) substituting in (17), we can
obtain the expression to ε in the following lemma.

Lemma 1: For the MSPA scheme, the probability that a
collision UE remains unresolved in the pilot resection is
given as

ε ≈ Q

⎛

⎝
√
�Nτp

(
G∗ − β0

(
�Nτp

)−2/3 − g/�N
)

√
α2

0 + g/�N

⎞

⎠

where α0 and β0 are scaling parameters for r = 0, i.e., m = n,
and computed by the method introduced in [36], and also
shown in Table I.
The proof of this lemma and the derivation of α0 and β0 will
be given in Appendix A.

As the MSPA protocol is operated with multislot with limit
of available pilots, the ε in Lemma 1 agrees well with the
simulation result in the low-to-medium system load cases
(0.2 ≤ g ≤ 1.4), but deviates in the high system load
cases [35]. Therefore, we suggest that in the overload sce-
nario, a suitable correcting parameter, denoted by σ , shall be
considered in the prediction of ε. We can update the expression
of ε as follows:

ε = σQ

⎛

⎝
√
�Nτp

(
G∗ − β0

(
�Nτp

)−2/3 − g/�N
)

√
α2

0 + g/�N

⎞

⎠ (20)

where the correction coefficient σ is the value of ε for the case
of g → 1, which is computed by the density evolution [36],
as shown in Table I.

We define PM as the average AFP of the MSPA protocol,
i.e., the probability that a UE fails to access the system in one-
time transmission, and T denotes the throughput of our MSPA
protocol, i.e., the average sum of resolved UEs per time slot
in one-time transmission. By utilizing the degree distributions
of VNs in (12) and expression of ε, the following lemma is
then derived.

Lemma 2: For the MSPA scheme, PM and T are given as

PM = ε��N (21)

and

T = K(1 − PM)

�N
. (22)

IV. OPTIMAL ANALYSIS OF THE MSPA PROTOCOL

In this section, we employ the finite-length analysis to
analyze the parametric performance of the MSPA protocol,

Fig. 6. Impact of τp on PM , where τ−
p = 100 and 10 ≤ K ≤ 250.

and formulate an optimization problem, aiming to minimize
the access latency and the number of required pilots by
given diverse AFP and system load constraints. Moreover, the
maximum throughput is also analyzed in our work.

A. Minimization of the Access Latency

It is straightforward that assigning parameters τp and �N
enables the system to guarantee the performance. This is due to
the fact that the AFP of the MSPA protocol decreases with the
increase of �N, and is sensitive to the variations in τp. When
the value of �N and the AFP threshold are given, there exists
a minimum τp, denoted by τp

∗, that satisfies the following
conditions.

1) If τp ≥ τp
∗, then PM ≤ P∗

M .
2) If τp < τp

∗, then PM > P∗
M .

We present the following proposition with the analysis on
how τp is possible to improve the AFP, and elaborate the
sensitivity of AFP on τp.

Proposition 1: Let τ−
p denote the maximum number of

available pilots in the system. There exists an interval for τ
where PM decreases rapidly with the increasing of τp, denoted
by ID and given as [ID = (0,min(τ−

p , gτ−
p )).]

Proof: The proof is given in Appendix B.
Fig. 6 shows the impact of τp on PM. We can observe that

for g = 0.7, PM rapidly increases with the increasing of τp in
the interval of ID, while it increases slightly with the increase
of τp out of the interval of ID, i.e., PM increases dramatically
from τp = 20 to τp = 70, and increases at a slower pace
when τp > 70. This implies that P(2)I is very sensitive to the
variations in τp in ID. Similarly, when the value of τ and the
AFP threshold are given, there exists a minimum �N, denoted
by �N∗, that satisfies the following conditions.

1) If �N ≥ �N∗, then PM ≤ P∗
M .

2) If �N < �N∗, then PM > P∗
M .

As discussed in (12) and (20), we have ��N = 1 −
(1 − 1/τp)

K−1 and

ε = σQ

⎛

⎝
√
�Nτp

(
G∗ − β0

(
�Nτp

)−2/3 − g/�N
)

√
α2

0 + g/�N

⎞

⎠.
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By substituting (12) and (20) into (21), we have

PM
(
τp,�N

) =
[

1 −
(

1 − 1

τp

)K−1
]

× σQ

⎛

⎝
√
�Nτp

(
G∗ − β0

(
�Nτp

)−2/3 − g/�N
)

√
α2

0 + g/�N

⎞

⎠.

(23)

We define

f (�N) =
√
�Nτp

(
G∗ − β0

(
�Nτp

)−2/3 − g/�N
)

√
α2

0 + g/�N
.

The derivative of f (�N) with respect to τp can be expressed
as follows:

∂f (�N)

∂�N
=

1
2�N− 1

2 τp
1
2 (G∗ − g/�N)+ 1

6β0�N− 7
6 τ

− 1
6

p

2
(
α2

0 + g/�N
)3/2

≥ 0

which means that PM is monotonically nonincreasing function
of �N.

Therefore, we can formulate an optimization problem to
investigate how to allocate the pilots and access latency
can meet diverse AFP requirements. The main design objec-
tive is to find the minimum access latency in terms of
time slots, while guaranteeing that the UEs are success-
fully resolved with the AFP below the required threshold
P∗

M . Thus, the optimization problem can be formulated as
follows:

min
�N∗,τ∗

p

�N∗ (24a)

s.t. PM

(
τ ∗

p ,�N∗) ≤ P∗
M (24b)

0 < τ ∗
p ≤ τ−

p (24c)

�N∗ ∈ R. (24d)

The objective function (24a) denotes the minimum access
latency for the transmission in a frame, (24b) denotes the
AFP constraint to ensure that the UEs can access the system
reliably, and (24c) denotes the preallocate pilots constraint.
For the sake of complete analysis, we assume that �N∗ is
a continuous variable in the field of real numbers. Since the
objection function and standardized constraint functions are
convex functions over �N∗ and τ ∗

p , the closed-form solution
of the above optimization problem can be obtained by using
the KKT conditions.

The corresponding Lagrangian function for �N∗
optimization can be expressed as

L
(
τ ∗

p ,�N∗, λ1, λ2, λ3

)
= �N∗ + λ1

(
PM

(
τ ∗

p ,�N∗)− P∗
M

)

+ λ2

(
−τ ∗

p

)
+ λ3

(
τ ∗

p − τ−
p

)
.

(25)

Then, we can write the KKT conditions as follows:
⎧
⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎨

⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎩

λ∗
i ≥ 0, i = 1, 2, 3

λ∗
1

(
PM

(
τ ∗

p ,�N∗
)

− P∗
M

)
= 0

λ∗
2

(
−τ ∗

p

)
= 0

λ∗
3

(
τ ∗

p − τ−
p

)
= 0

∂L
∂τ∗

p
= λ∗

1 · ∂PM

(
τ∗

p ,�N∗
)

∂τ∗
p

− λ∗
2 + λ∗

3 = 0

∂L
∂�N∗ = 1 + λ∗

1 · ∂PM

(
τ∗

p ,�N∗
)

∂�N∗ = 0.

(26)

Since ([∂PM(τ
∗
p ,�N∗)]/[∂�N∗]) < 0 and (∂L)/(∂�N∗) =

1 + λ∗
1 · ([∂PM(τ

∗
p ,�N∗)]/[∂�N∗]) = 0, hence λ∗

1 > 0. Also,
we can show that (PM(τ

∗
p ,�N∗) − P∗

M) = 0 and λ∗
2 = 0

due to λ∗
1 > 0 and τp > 0. As proved in Appendix B,

PM(τp,�N) decreases rapidly with the increase of τp for
τp ∈ (0,min(τ−

p , gτ−
p )). Thus, ([∂PM(τ

∗
p ,�N∗)]/[∂τ ∗

p ]) <
0 for τp ∈ (0,min(τ−

p , gτ−
p )), and λ∗

3 = −λ∗
1 ·

([∂PM(τ
∗
p ,�N∗)]/[∂τ ∗

p ]) > 0 follows. With some algebraic
manipulations, the optimal solutions for �N∗ and τ ∗

p can be
obtained as follows:

τ ∗
p = �min

(
τ−

p , gτ−
p

)
� (27)

and

�N∗ =
⌈{
�N∗

∣∣∣PM

(
τ ∗

p ,�N∗) = P∗
M

}⌉
(28)

where �� denotes the ceiling function.
It is worth noting that in the low system load regime (i.e.,

g < 1), the optimal value of τp in the MSPA protocol is
related with system load g to guarantee the UEs to achieve
the desired P∗

M . When the system load g is larger than 1, the
AFP dramatically increases with g, thus, we should increase
�N to ensure the desired AFP threshold with the limit of
available pilots.

B. Maximization of the System Throughput

From the above analyses, we can find out that the AFP PM

would dramatically increase with the increasing of the system
load g when the number of UEs is larger than that of pilots
(i.e., g > 1). Therefore, to maintain the desired AFP P∗

M under
the optimal number of pilots τ ∗

p in (27), the access latency �N
should increase as shown in (23). Considering that the system
throughput T is related to �N, by substituting (23) into (22),
the system throughput can be expressed as follows:

T = K

�N

⎧
⎨

⎩1 −
[

1 −
(

1 − 1

τp

)K−1
]

× σQ

⎛

⎝
√
�Nτp

(
G∗ − β0

(
�Nτp

)−2/3 − g/�N
)

√
α2

0 + g/�N

⎞

⎠

⎫
⎬

⎭.

(29)

Then, we can maximize the system throughput under P∗
M

and τ ∗
p by increasing �N. Let T∗ denote the system throughput

with the minimum access latency �N∗ in (28). We define Tc as
the system throughput when the access latency increases from
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Fig. 7. Variation of the system throughput with the access latency.

�N∗ to �Nc, where 0 < �N∗ < �Nc. The gap between T∗
and Tc is denoted by �T , which can be evaluated as follows:

�T = K(1 − PM(�Nc))

�Nc
− K(1 − PM(�N∗))

�N∗
= [

�N∗ −�Nc +�NcPM
(
�N∗)

− �N∗PM(�Nc)
] K

�Nc�N∗ (30)

where PM(�N∗) = PM(�N∗, τ ∗
p ) and PM(�Nc) =

PM(�Nc, τ
∗
p ), for the fixed τ ∗

p .
Define �f = �N∗ −�Nc +�NcPM(�N∗)−�N∗PM(�Nc)

as the first item in (30). Considering that �Nc�N∗ > 0 and
K > 0, then �T > 0 if and only if �f > 0. Therefore, two
cases can be distinguished.

Case 1 �f < 0: The condition of �f < 0 can be expressed
as follows:

�Nc > �N∗(1 − PM(�Nc))/
(
1 − PM

(
�N∗)). (31)

Define �Nc
′ = �N∗(1 − PM(�Nc

′))/(1 − PM(�N∗)), where
PM(�Nc

′) = PM(�Nc
′, τ ∗

p ). From (31), we can find out that
the system throughput would deteriorate than T∗ if �Nc >

�Nc
′, as the area of �T < 0 shown in Fig. 7. When �Nc =

�Nc
′, the system throughput Tc is approximately equal to T∗

with the lowest AFP.
Case 2 �f > 0: Similarly, the condition of �f > 0 can be

derived as

�Nc ≤ �Nc
′. (32)

Note that the increasing of the access latency from �N∗
to �N′

c can enhance the system throughput, which is corre-
sponding to the area of �T > 0 as shown in Fig. 7. Then,
we can find the maximum system throughput Tmax for our
MSPA random-access protocol. The derivative of �T can be
expressed as follows:

d�T

d�Nc
=

−K
(
�Nc

dPM(�Nc)
d�Nc

+ 1 − PM(�Nc)

�N2
c

. (33)

Considering that PM is monotonically nonincreasing, then
Tmax can be achieved at ([d�T]/[d�Nc])|�Nc=�Nmax = 0.

Note that �N∗ < �Nmax < �Nc
′ as shown in Fig. 6. The

numerical solution can be easy to obtain due to �N is an inte-
ger in practical. It is worth noting that the system throughput

TABLE II
SIMULATION ENVIRONMENT

Fig. 8. AFP of the MSPA protocol derived by (14) versus the system load
g for different access latency �N with τp = 60.

improves when the access latency is increasing from �N∗ to
�Nc

′, and the AFP is also decreasing.

V. SIMULATION RESULTS AND DISCUSSION

In this section, we present the numerical results based on the
Monte Carlo simulations and evaluate the theoretical analysis
in Section IV. Our MSPA random-access protocol can achieve
higher performance in comparison to other relevant pilot allo-
cation random-access protocols, such as SUCR-IPA [14] and
SUCR-GBPA [13], in terms of AFP, throughput, and access
latency. Moreover, the verification of the optimal transmission
parameters derived in Section IV is also presented in the fol-
lowing. For the sake of practical consideration, we consider a
crowded random-access scenario in [31], where the radius of
each cell is 250 m, a finite number of UEs distribute uniformly
in each cell at locations further than 25 m from the BS. We set
10 ≤ K ≤ 250 and 20 ≤ τp ≤ 120, and a reasonable system
load range 0.2 ≤ g ≤ 1.4 can be investigated for evaluating
the accuracy of the derived AFP. The rest of the simulation
parameters is summarized in Table II.

Fig. 8 illustrates the AFP of the proposed MSPA random-
access protocol versus the system load g, where 12 ≤ K ≤ 84
and τp = 60. The simulation results are averaged over a total
of 10 000 iterations, and match well with the analysis results
obtained by (23). As can be observed, for all the consid-
ered access latency in Fig. 8, i.e., �N = 2, 3, 4, 5, the AFP
increases at a slower pace from g = 0.2 to g = 1.2, and
dramatically increases when g > 1.2. At g = 1.4, more than
27% of the UEs failed their access attempts when �N = 2,
while only about 2.5% of the UEs failed to access the system
for �N = 4. Thus, the increase of �N allows a significant
improvement on the AFP, which indicates that for the UEs
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Fig. 9. AFP of MSPA, SUCR-IPA, and SUCR-GBPA protocols versus the
system load g for different access latency �N with τp = 40.

(a)

(b)

Fig. 10. Throughput of MSPA, SUCR-IPA, and SUCR-GBPA protocols
versus the system load g for different access latency �N with τp = 60. (a)
Analytical and simulation results of the throughput for MSPA protocols with
diverse value of �N. (b) Throughput comparison between the MSPA and
relevant RA protocols.

target on low AFP in the extremely crowded random-access
scenario, a tradeoff between the access latency and AFP is
acceptable.

Fig. 9 shows the AFP comparison of the MSPA, SUCR-IPA,
and SUCR-GBPA schemes versus the system load, where 8 ≤
K ≤ 56 and τp = 40. Note that the MSPA scheme outperforms
the SUCR-GBPA and SUCR-IPA schemes under �N = 2, i.e.,
the original setup of access latency in these random-access
protocols. In the high system load region, i.e., g > 1.0, the
failed UEs that have a pilot collision with other UEs in step 1,
are permitted to reselect a pilot from the reselection pilot set

(a)

(b)

Fig. 11. Optimal value of �N∗ and the maximum tolerable number of UEs
K− for the MSPA and other random-access schemes under diverse constraints
P∗

M = 10−1, 10−2, or 10−3. (a) Minimal access latency versus the active UEs
K with τ−

p = 45. (b) Maximum tolerable number of UEs versus the allocated
pilots τp with �N = 3 and τp = 0–120.

R that consist of the idle pilots and the collision pilots, and
send it to the BS in step 3, as shown in Fig. 2.

The simulation results of the system throughput of our
MSPA random-access protocol agree well with the theo-
retical expression in (29) as shown in Fig. 10(a), where
12 ≤ K ≤ 84 and τp = 60. The system throughput of �N = 3
is higher than all the rest values of �N due to the fact that
3 is the closest value to approach �Nmax. Then, the system
throughput decreases as �N > 3, and approaches to T∗ for
�N = �N′

c = 6, which refers to the case of �T = 0 in
Section IV-B. Moreover, the peaks of the system throughput
with different �N are appeared at about g = 1.4. As the
number of active UEs is an integer in practice, the accurate
maximum system throughput can be found by utilizing the
linear search methods, e.g., golden section method (GSM) or
Fibonacci search method (FSM) [37], [38]. In addition, when
g > 2.5, the throughput for �N > 6 decreases at a slower
pace with the increase of system load, while the throughput
for 2 ≤ �N ≤ 6 decreases dramatically with the increase of
system load.
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The comparison of system throughput with different �N of
these random-access protocols is shown in Fig. 10(b). Still, our
MSPA scheme outperforms the SUCR-GBPA and SUCR-IPA
schemes. Specifically, the SUCR-IPA scheme experiences a
saturation at roughly g = 1.0, whereas the MSPA and SUCR-
GBPA schemes continue to increase until g ≥ 1.2. The main
reason is that the introduced access class barring factor in the
SUCR-IPA scheme only permits a part of failed UEs to con-
tend the idle pilots for retransmission, while both the MSPA
and the SUCR-GBPA allow all of failed UEs to retransmit,
and thus can further benefit the system throughput.

The optimal value of �N∗ and the tolerable number of
UEs K with diverse AFP constraints for our MSPA and other
random-access schemes are shown in Fig. 11. In Fig. 11(a),
we set τ−

p = 45 and P∗
M = [10−1, 10−2, 10−3], respec-

tively. For our MSPA random-access protocol, τp and �N
have been optimized by (27) and (28). For the special case
that P∗

M = 10−3 and K = 130, the MSPA protocol can
cope with pilot collisions, and keep the AFP below P∗

M by
�N = 4, which thanks to the pilot reselection step 3. For
the mMTC scenario with limited available pilots, we set
�N = 3 and present the tolerable number of UEs K versus
the number of pilots τp = 20–120 for three AFP thresholds
P∗

M = [10−1, 10−2, 10−3] in Fig. 11(b). It can be observed
that the MSPA scheme can tolerate more UEs in comparison
with the SUCR-IPA and SUCR-GBPA schemes when the same
values of τp and P∗

M are given.

VI. CONCLUSION

In this article, the MSPA random-access protocol has been
proposed for crowded mMTC scenarios. We have given the
bipartite graph representation of our MSPA protocol, and
shown the SIC procedure for resolving pilot collisions. By
utilizing the finite-length analysis, we have derived the expres-
sions to the AFP and system throughput for our MSPA
random-access protocol, and proposed a guideline to design
a satisfying MSPA protocol for the crowded mMTC sce-
nario, i.e., minimization the access latency or maximization the
system throughput of the mMTC UEs under diverse AFP con-
straints. Simulation results show that the investigated MSPA
random-access protocol can significantly outperform other rel-
evant random-access protocols in terms of reducing the AFP
and improving the system throughput.

APPENDIX A
PROOF OF THE EXPRESSION OF ε

Since the SIC procedure of the MSPA protocol is similar
to the iterative erasure decoding for an erasure code over the
bipartite graph, there is a mapping between the BP thresh-
olds of the erasure code and that of the MSPA protocol, i.e.,
δ∗ = G∗(1 − r). The input information m of the erasure code
is mapped to the UEs in the MSPA protocol, which is under-
standable as both the m input information and the K UEs are
considered as the unknown message and follow the same BP
decoding procedure.

Moreover, the scaling parameters δr, αr, and βr can be
expressed as follows [35]:

ε∗r = ε∗r′
1 − r

1 − r′ (34)

α∗
r = α∗

r′

(
1 − r

1 − r′

)1/2

(35)

β∗
r = β∗

r′

(
1 − r

1 − r′

)1/3

. (36)

For the case of m = n, that is, the nominal rate r = 0, the
above expressions can be rewritten as follows:

ε∗r = ε∗0(1 − r) (37)

α∗
r = α∗

0(1 − r)1/2 (38)

β∗
r = β∗

0 (1 − r)1/3. (39)

By substituting δ∗ = G∗(1 − r) and g = δ�N/(1 − r) into
(17), we have

ε ≈ Q

⎛

⎝
√
�Nτp

(
G∗ − β0

(
�Nτp

)−2/3 − g/�N
)

√
α2

0 + g/�N

⎞

⎠. (40)

APPENDIX B
PROOF OF PROPOSITION 1

As discussed in Section III, we have

PM =
[

1 −
(

1 − 1

τp

)K−1
]

× σQ

⎛

⎝
√
�Nτp

(
G∗ − β0

(
�Nτp

)−2/3 − g/�N
)

√
α2

0 + g/�N

⎞

⎠.

Now, we define f1(τp) = [1 − (1 − 1/τp)
K−1] and

f2
(
τp
) = σQ

⎛

⎝
√
�Nτp(G∗ − β0

(
�Nτp

−2/3 − g/�N
)

√
α2

0 + g/�N

⎞

⎠.

We observe from the derivative of f1(τp) and f2(τp) that
f1(τp) is a monotonically decreasing function for τp ∈
(0,min(τ−

p , gτ−
p ) and is a monotonically increasing function

for τp ∈ (min(τ−
p , gτ−

p ), τ
−
p ). Similarly, f2(τp) is a mono-

tonically decreasing function for τp ∈ (0, τ−
p ). Therefore,

PM decreases rapidly with the increase of τp for τp ∈
(0,min(τ−

p , gτ−
p )).
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